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[bookmark: _Toc106028387]** First Change **
[bookmark: _Toc153134287]7.14.2	Architecture
The IMS Signaling Function that interacts with the AS for verification or the LMISF-IRI (inbound roaming with HR) or P-CSCF (inbound roaming with LBO) shall provide the IRI-POI functions for STIR/SHAKEN and RCDeCNAM. In addition, at the originating side of the session, the IMS Signaling Function that interacts with the AS for signing shall provide the IRI-POI functions for STIR/SHAKEN and RCD. In some redirection cases, the IMS Signaling Function, even if not interacting with the AS of verification, may have to provide the IRI-POI functions for STIR/SHAKEN and RCD/eCNAM (see TS 33.128 [15] clause 7.11.2.3).
Depending on the deployment, the IMS signaling function that interacts with the AS for signing is either the Telephony AS or the Egress IBCF (see figure E.2.1-1). Similarly, depending on the deployment, the IMS signaling function that interacts with the AS for verification is either the Telephony AS or the Ingress IBCF (see figure E.2.1-1).
Accordingly, the table 7.14.2-1 identifies the IRI-POIs for STIR/SHAKEN and RCD while table 7.14.2-2 identifies the IRI-POIs for eCNAM.
In tables option 1 and option 2, indicate the deployment options of IMS Signaling Function that interacts with the AS for signing or AS for verification. Such deployment options can be mutually independent in the originating CSP or the terminating CSP. For emergency sessions, Egress IBCF interacts with the AS for signing.

Table 7.14.2-1: IMS Network Functions providing the IRI-POI functions for STIR/SHAKEN and RCD
	Target/session scenarios
	Originating end 
	Terminating end

	
	Option 1
	Option 2
	Option 1
	Option 2

	UE is the target 
	Non-roaming UE/outbound roaming UE
	See table 7.14.2-3
	See table 7.14.2-3
	See table 7.14.2-4
	See table 7.14.2-4

	
	Inbound roaming UE (HR)
	n/a
	n/a
	LMISF-IRI
	LMISF-IRI

	
	Inbound roaming UE (LBO)
	n/a
	n/a
	P-CSCF
	P-CSCF

	
	Emergency session
	Egress IBCF
	Egress IBCF
	n/a
	n/a

	From target non-local ID
	Non-roaming UE/Outbound roaming UE
	n/a
	n/a
	See table 7.14.2-4
	See table 7.14.2-4

	
	Inbound roaming UE (HR)
	n/a
	n/a
	LMISF-IRI
	LMISF-IRI

	
	Inbound roaming UE (LBO)
	n/a
	n/a
	P-CSCF
	P-CSCF

	To target non-local ID 
	Non-roaming UE/Outbound roaming UE
	See table 7.14.2-3
	See table 7.14.2-3
	n/a
	n/a

	
	Inbound roaming UE (HR)
	n/a
	n/a
	n/a
	n/a

	
	Inbound roaming UE (LBO)
	n/a
	n/a
	n/a
	n/a



Table 7.14.2-2: IMS Network Functions providing the IRI-POI functions for eCNAM
	Target/session scenarios
	Originating end 
	Terminating end

	
	Option 1
	Option 2
	Option 1
	Option 2

	 UE is the target 
	Non-roaming UE
	n/a
	n/a
	See table 7.14.2-4
	See table 7.14.2-4

	
	Inbound roaming UE (HR)
	n/a
	n/a
	LMISF-IRI
	LMISF-IRI

	
	Inbound roaming UE (LBO)
	n/a
	n/a
	P-CSCF
	P-CSCF

	
	Emergency session
	n/a
	n/a
	n/a
	n/a

	From target non-local ID
	Non-roaming UE
	n/a
	n/a
	See table 7.14.2-4
	See table 7.14.2-4

	
	Inbound roaming UE (HR)
	n/a
	n/a
	LMISF-IRI
	LMISF-IRI

	
	Inbound roaming UE (LBO)
	n/a
	n/a
	P-CSCF
	P-CSCF

	To target non-local ID 
	Non-roaming UE
	n/a
	n/a
	n/a
	n/a

	
	Inbound roaming UE (HR)
	n/a
	n/a
	n/a
	n/a

	
	Inbound roaming UE (LBO)
	n/a
	n/a
	n/a
	n/a



NOTE:	In the tables option 1 and option 2 indicate the deployment options of IMS Signaling Function that interacts with the AS for signing or AS for verification. Such deployment options can be mutually independent in the originating CSP or the terminating CSP. For emergency sessions, Egress IBCF interacts with the AS for signing.
Table 7.14.2-3: IMS Network Functions providing the IRI-POI functions when UE is not roaming (originating end)
	Scenario
	Option 1
	Option 2

	RCD is present
	Telephony AS
	Telephony AS

	Intra-CSP session signing/verification is required
	Telephony AS
	Telephony AS

	Intra-CSP session signing/verification is not required (intra-CSP session)
	n/aTelephony AS, see NOTE 1
	n/a

	Intra-CSP session signing/verification is not required (inter-CSP session)
	Telephony AS
	IBCF



NOTE 1:	With option 1 (CSP choice is Telephony AS), even though no signing is required for intra-CSP sessions, a Telephony AS may still interact with the Signing AS, if it cannot determine that the current session is an intra-CSP session. 
Table 7.14.2-4: IMS Network Functions providing the IRI-POI functions when UE is not roaming (terminating end)
	Scenario
	Option 1
	Option 2

	RCD is present
	Telephony AS
	IBCF

	Intra-CSP session signing/verification is required
	Telephony AS
	Telephony AS

	Intra-CSP session signing/verification is not required (intra-CSP session)
	n/aTelephony AS, see NOTE 2
	n/a

	Intra-CSP session signing/verification is not required (inter-CSP session)
	Telephony AS
	IBCF

	Special case of redirection 
	Telephony AS
	Telephony AS

	


NOTE 2:	With option 1 (CSP choice is Telephony AS), since signing is not done for intra-CSP session, a verification is not applicable for that intra-CSP session. However, as per the NOTE 1, if a signing is in fact done, then the Telephony AS upon seeing the PASSporTs will interact with the Verification AS to validate the received PASSporTs.
** End of all Changes **

